AVOID PHISHING SCAMS—DON’T GET CAUGHT!

REPORT PHISHING SCAMS
The George Washington University will never ask you for your credentials in an email. If you receive a message that asks for your credentials, do not provide them, and forward the message to abuse@gwu.edu.

SIGNS OF PHISHING

Requests for confidential information, such as your password, GWid or PIN

Invalid links

Unrecognizable or unfamiliar senders

Poor spelling and/or grammar

Urgent, alarming or threatening language

Suspicious attachments

Requests for, or promises of, money

Unfamiliar organization names